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Abstract — This research is generally based on implementation of new type of security probing Voting 
Machine which can make the entire system easy and smooth. Moreover, our main objective is maintaining 
the security which is being utilized by a special type idea and innovative techniques. The prototype model can 
be utilized through web-oriented services (Software, Applications, Websites) or by Hardware oriented models. 
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I. INTRODUCTION 

Voting machine is an important aspect in each and every democratic country of our world. Each and every 
government or ruling authority has the right to VOTE or ELECT their suitable candidate who may serve the best 
for the people, of the people, by the people [1-4]. Our voting system in India started with Ballot Box (Hard copy 
paper), then to EVM (Electronic Voting Machine). But the EVM seems to be unsecure to conduct an election in 
the 21st century. The non-availability of authentication system makes it totally unsecured [5-12]. Nowadays when 
all systems are getting automated and security probed [13-17], the voting machine must also. The Prototype 
model we are going to introduced not only enabled with authentication system but also a new strategy to 
implement vote casting. 

II. IMPLIMENTATION AND DISCUSSION 

The Random generation of security code for each and every vote is being briefly explained. For each and 
every voter, the system will generate a list of security codes for each and every candidate nominated. The list of 
randomly generated security code will defer from each and every voter. This strategy will reduce the vote rigging 
up to 80%. 
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Figure 1.  Example of a figure caption. (figure caption) 

The table illustrated below (Table 1) shows the random generated security code for a voter to vote. The table 
will vary from each and every voter (Table 2). Both the tables given below shows that the nominated candidates 
are same but security codes are different. These codes will be entered by the voter in the system (Figure 1) to 
generate free and fair vote followed by election. 

TABLE I.  THE GENERATED SECURITY CODE TO VOTER 1 

Nominated Party standing for election Security Code 

XYZ 14578 

QEL 25748 

WQM 78459 

TABLE II.  THE GENERATED SECURITY CODE TO VOTER 2 

Nominated Party standing for election Security Code 

XYZ 57842 

QEL 87956 

WQM 74958 
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Figure 2.  Prototype model of the system 

III. CONCLUSION 

This System of Election doesn’t need a huge number of work force or huge number of securities to control 
hacking of EVM. Less number of Paper works to be done by authority, it is fully digitalized, and larger number of 
papers are saved. No need of Booth slip. No need marking ink. Less number of hacking due to Security Code 
theory and Finger print Authentication. No One can force any one to cast a particular vote and third party can cast 
vote, neither excess number of votes can be casted. 
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